
Indiana Artisan / Privacy Policy 

Effec%ve date: September 23, 2020 

Our privacy policy is available in PDF form here. 

At Indiana Ar%san, Inc. we respect your privacy and are commiFed to protec%ng it. This privacy 
no%ce has been draIed to explain how Indiana Ar%san collects, uses, discloses, and protects 
informa%on that we collect about you, and your rights with respect to that informa%on. 

This no%ce covers informa%on we collect from or about you when you give it to us, visit our website, 
visit any of our loca%ons, or interact with our adver%sements. It also covers informa%on that we may 
receive from other persons or companies who have received your informa%on and can share it with 
us. If in any par%cular instance our privacy prac%ces differ from those explained in this no%ce, we will 
let you know at the %me we ask for or collect your informa%on. 

1. What informa.on we collect 

We may collect the following types of informa%on about you, which we have grouped together as 
follows: 

• Iden.ty Informa.on. Examples include first name, last name, marital status, %tle, date of 
birth and gender. 

• Contact Informa.on. Examples include billing address, shipping address, email address and 
telephone numbers. 

• Financial Informa.on. Examples include payment card details. 

• Transac.on Informa.on. Examples include details about payments to and from you and 
other details of products and services you have purchased from us. 

• Technical Informa.on. Examples include internet protocol (IP) address, your login 
informa%on, browser type and version, %me zone seQng and loca%on, browser plug-in types 
and versions, opera%ng system and plaSorm, and other technology on the devices you use to 
access our website.  

• Profile Informa.on. Examples include your username and password, purchases or orders 
made by you, your interests, preferences, feedback and survey responses.  

• Usage Informa.on. Examples include informa%on about how you use our website, products 
and services.  

• Marke.ng and Communica.ons Informa.on. Examples include your preferences in 
receiving marke%ng from us and our third par%es and your communica%on preferences. 

• Demographic Informa.on and Preferences. Examples include personal characteris%cs and 
preferences, such as your age, marital and family status, number of children, shopping 
preferences, income level, languages spoken, loyalty and rewards program informa%on, 
household demographic data, data from social media plaSorms, educa%on and professional 
informa%on, hobbies and interests and propensity scores from third par%es (likelihood of 
purchase, experiencing a life event, etc.). 
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• User Content. Examples include photos, reviews, and other feedback that you provide to us 
on or through our social media pages or websites about our products, loca%ons, and 
services. If you choose to provide User Content, it may be made available on public areas of 
our website or on or through our social media channels. 

Some of the informa%on we collect about you may be personal informa%on, or personal data, that 
can be used to iden%fy you including, for example, your name, email address, mailing address or 
delivery address. In some jurisdic%ons, certain unique iden%fiers like IP addresses and other usage or 
technical informa%on may be considered personal informa%on. Personal informa%on does not 
include data where your iden%ty has been removed so that we can no longer iden%fy you 
(anonymous data), which we may use for any purpose. 

2. Children’s online privacy 

Our website is not intended for children under 16 years of age. No one under age 16 may provide 
any informa%on to or on the website. We do not knowingly collect personal informa%on from 
children under 16. If you are under 16, do not use or provide any informa%on on this website, 
register on the website, make any purchases through the website, use any of the interac%ve or public 
comment features of this website, or provide any informa%on about yourself to us, including your 
name, address, telephone number, email address, or any screen name or user name you may use. If 
we learn we have collected or received personal informa%on from a child under 16 without 
verifica%on of parental consent, we will delete that informa%on. If you believe we might have any 
informa%on from or about a child under 16, please contact us at info@IndianaAr%san.org. 

California residents under 16 years of age may have addi%onal rights regarding the collec%on and 
sale of their personal informa%on. Please see the Your California privacy rights sec%on (below) for 
more informa%on. 

3. How we collect your informa.on 

We collect informa%on from and about you in the following ways: 

• When you provide it to us. You may give us informa%on about you by filling in forms or by 
communica%ng with us by email or otherwise. This includes informa%on you provide when 
you register for an account, subscribe to one of our newsleFers or other communica%ons, 
enroll in our loyalty program, place an order, par%cipate in one of our events, write a review, 
complete a comment card, or when you otherwise contact us about our website, products, 
or services.  

• From our websites and emails. As you interact with our website or our emails, we may 
automa%cally collect Technical Informa%on about your equipment, browsing ac%ons and 
paFerns. We may collect this informa%on by using cookies, server logs, web beacons, and 
other similar technologies. The Cookies and automa8c data collec8on technologies sec%on 
(below) contains more informa%on and op%ons to control or opt-out of certain data 
collec%on or uses. 

• From others. We may receive informa%on about you from third par%es including, for 
example, our affiliated companies, business partners, subcontractors, analy%cs providers, 
and service providers. We may also receive informa%on about you from commercially 
available sources such as data aggregators and public databases.  
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4. Cookies and automa.c data collec.on technologies 

Our websites use automa%c data collec%on technologies to dis%nguish you from other website users. 
This helps us deliver a beFer and more personalized service when you browse our website. It also 
allows us to improve our websites by enabling us to: 

• Es%mate our audience size and usage paFerns. 

• Store your preferences so we may customize our websites according to your individual 
interests. 

• Speed up your searches. 

• Recognize you when you return to our website. 

We also may use these technologies to collect informa%on about your online ac%vi%es over %me and 
across third-party websites or other online services (behavioral tracking). For more informa%on, see 
the Interest-based adver8sing sec%on (below) of this privacy no%ce.  

The technologies we use for this automa%c data collec%on may include: 

• Cookies (or browser cookies). A cookie is a small file placed on the hard drive of your 
computer. For informa%on about managing browser seQngs to refuse cookies, see the Your 
rights and choices sec%on (below). 

• Flash Cookies. Certain features of our website may use Flash cookies (local stored objects) 
instead of browser cookies to collect and store informa%on about your preferences and 
naviga%on to, from, and on the website. For informa%on about managing Flash cookies see 
the Your rights and choices sec%on (below). 

• Web Beacons. Our website pages, adver%sements, and e-mails may contain small 
transparent embedded images or objects known as web beacons (also referred to as clear 
gifs, pixel tags, and single-pixel gifs) that permit us, for example, to count website page 
visitors or email readers, or to compile other similar sta%s%cs such as recording website 
content popularity or verifying system and server integrity. For informa%on about managing 
web beacons, see the Your rights and choices sec8on (below). 

Depending on which website this no%ce is posted on, we may use Google Analy%cs to provide certain 
analy%cs services for us. More informa%on about Google Analy%cs can be found in the Google 
Analy8cs Terms of Use and the Google Analy8cs Privacy Policy.  

We do not respond to or honor “do not track” (a/k/a DNT) signals or similar mechanisms transmiFed 
by web browsers. 

5. How we use your informa.on 

We may use your informa%on to conduct our business opera%ons including for the following 
purposes: 

• To create and manage your account.  

• To provide you with products and services you request or purchase from us. 
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• To allow you to enter a sweepstake, contest, promo%on, other program that we may offer.  

• To conduct market research. 

• To develop and provide adver%sing tailored to your interest and to determine the 
effec%veness of our adver%sing. 

• To provide you with the informa%on or support that you request from us, including to send 
you newsleFers. 

• To improve our website, products or services, marke%ng, customer rela%onships, and 
experiences. 

• To develop new products and services. 

• To no%fy you of special offers, discounts, updates, and products and services that we think 
may be of interest to you. To learn more about your choices with regards to these 
communica%ons see the Your rights and choices sec8on (below).  

• To manage our rela%onship with you which may include no%fying you about changes to our 
terms or privacy no%ce, providing you no%ces about your account, asking you to leave a 
review or take a survey, addressing any concerns you may have about our products or 
services. 

• To provide you with the informa%on, products, services or support that you request form us 
or to fulfill any other purpose for which you provide it. 

• To deliver relevant content, adver%sements, and messaging to you and to measure or 
understand the effec%veness of such content, adver%sements, and messaging.  

• To make sugges%ons and recommenda%ons to you about our own and third-par%es’ 
products or services that may be of interest to you. If you do not want us to use your 
informa%on in this way or for more informa%on on how to adjust your preferences, see the 
Your rights and choices sec8on (below). 

• To carry out our obliga%ons and enforce our rights and to protect our websites, customers, 
and other individuals including to protect against or iden%fy possible fraudulent 
transac%ons. 

• For any other purpose as may be permiFed by law or that we describe when you provide the 
informa%on.  

We may use informa%on that is not personal informa%on for any purpose. For example, we may 
aggregate usage data from many people in a way that does not iden%fy any individuals to calculate 
the percentage of users accessing a feature on the website.  

6. Disclosure of your informa.on 

We may share non-personal informa%on without restric%on. We may share your personal 
informa%on with: 
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• Contractors, service providers, and other third par%es we use to support our business and 
who are bound by contractual obliga%ons to keep personal informa%on confiden%al and use 
it only for the purposes for which we disclose it to them.  

• To our business partners who provide services on our behalf but who may also use the 
informa%on we provide for their own commercial purposes. For example, some of our 
adver%sing partners may use informa%on to market other par%es’ products and service to 
you. For more informa%on see the Interest-based adver8sing sec%on (below). 

• To public or government (including enforcement) authori%es. 

• To an actual or prospec%ve buyer or other successor in the event of merger, dives%ture, 
restructuring, reorganiza%on, dissolu%on or other sale or transfer of some or all of our 
assets, where one of the transferred assets is the personal informa%on we hold. 

• If we offer a co-branded promo%on, to our co-sponsor.  

• To fulfill the purpose for which you provide it.  

• For any other purpose as may be permiFed by law or that we describe when you provide the 
informa%on.  

We may also disclose your personal informa%on: 

• To comply with any court order, law, or legal process, including responding to any 
government or regulatory request. 

• To enforce our Terms of Service and other agreements with you. 

• To protect the rights, property, or safety of our business, our employees, our customers, or 
others. This includes exchanging informa%on with other companies and organiza%ons for the 
purposes of cybersecurity, fraud protec%on and credit risk reduc%on. 

• To inves%gate suspected viola%ons of any law, rule or regula%on, or the terms or policies for 
our website. 

We may also use your informa%on to contact you about our own and third-par%es' products and 
services that may be of interest to you. If you do not want us to use your informa%on in this way, 
please adjust your user preferences in your account profile or opt-out as directed when you receive 
such an email from us. For more informa%on, see the Your rights and choices sec%on (below). 

7. Interest-based adver.sing 

Some content or applica%ons on our websites, including adver%sements, are served by third par%es, 
including adver%sers, ad networks, and servers, content partners, or applica%on providers. These 
third par%es may use cookies alone or in conjunc%on with web beacons or other tracking 
technologies to collect informa%on about you when you use our website. The informa%on they 
collect may be associated with your personal informa%on or they may collect informa%on, including 
personal informa%on, about your online ac%vi%es over %me and across different websites and other 
online services. They may use this informa%on to provide you with interest-based (behavioral) 
adver%sing or other targeted content. Our partners may use non-cookie technologies on which 
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browser seQngs that block cookies might have no effect. Your browser may not permit you to block 
such technologies.  

For this reason, keep in mind, you can block the collec%on and use of informa%on related to you by 
adver%sing companies for the purpose of serving interest based adver%sing by visi%ng the following 
plaSorms of self-regulatory programs of which those companies are members: 

• The NAI’s opt-out plaSorm is available here. 
• The DAA’s opt-out plaSorm is available here.  

8. Third party content, apps, and links 

Some content or applica%ons on our websites may be served by third par%es, content providers and 
applica%on providers including the following: 

a. Plugins. Our websites make available the op%on for you to use “plugins” that are operated by 
social media companies. If you choose to use one of these plugins, then it may collect 
informa%on about you and send it back to the social media company that owns it. This may 
happen even if you do not click on the plugin, if you are logged into the social media website 
that owns the plugin when you visit our website. Informa%on collected by a plugin is subject to 
the privacy policy and terms of the social media company that makes it. If you do not want the 
social media company who owns a plugin to collect informa%on about you when you visit our 
websites, sign out of the social media network before visi%ng. By interac%ng with a plugin when 
you are on our websites (for example, clicking the Facebook “Like” buFon), you are inten%onally 
transferring informa%on to that social media company. Further, if you are logged into a social 
media website when you visit our websites, then you are direc%ng us to share your data with the 
social media company that owns the plugin. 

b. User Content. Our websites may allow you to upload your own content to public areas of the 
website. Any informa%on you submit becomes public informa%on, and we do not control how 
others may use the content you submit. We are not responsible for uses that may violate our 
privacy policy, the law, or your intellectual property rights. 

c. Third-party links. Our websites may contain links to other sites, which we do not control. Those 
websites have their own privacy policies and terms. 

9. Your rights and choices 

Your rights may vary depending on where you are located. We have created mechanisms to provide 
you with the following control over your informa%on. 

• Marke.ng. If you do not want us to use your email address or other contact informa%on to 
promote or recommend our own products and services, you can opt-out by checking the 
relevant box located on the form where we collect your contact informa%on or, if presented 
with the op%on to opt-in, do not opt-in. If you have an account with our website, you may be 
able to log in and check or uncheck relevant boxes. If you do not have an account, you can 
adjust your preferences by contac%ng us as set forth below in the Contact Us sec%on. You 
may also opt-out of further marke%ng communica%ons by replying to any promo%onal email 
we have sent you or following the opt-out links on that message. This opt-out may not apply 
to informa%on provided to us as a result of a product purchase, warranty registra%on, 
product service experience or other transac%ons. 
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• Accessing, upda.ng and dele.ng your informa.on. If you have an account with us, you may 
have the ability to access your informa%on and make updates to or delete your data. If not, 
you can contact us as set forth in the Contact Us sec%on below to request access to, 
correc%on of, or dele%on of personal informa%on that you have provided to us. We may not 
accommodate a request to change informa%on if we believe the change would violate any 
law or legal requirement or nega%vely affect the informa%on’s accuracy.  

• Cookies and automa.c data collec.on technologies. You can set your browser to refuse all 
or some browser cookies, or to alert you when websites set or access cookies. Flash cookies 
are not managed by the same browser seQngs as are used for browser cookies. To learn how 
you can manage your Flash cookie seQngs, visit the Flash player seQngs page on Adobe’s 
website. However, if you disable or refuse cookies, please note that some parts of this 
website may become inaccessible or not func%on properly. If you do not want Google 
Analy%cs to be used in your browser, Google Analy%cs provides an opt-out tool which can be 
found here. In some cases, you may be able to set your browser or email program to not 
download web beacons. 

• Interest Based Adver.sing. Please see the Interest-based adver8sing sec%on (above) for 
informa%on on how to opt-out of interest-based adver%sing. 

• California Residents. If you are a California resident, you may have addi%onal rights and 
choices with regard to your personal informa%on. Please see the Your California privacy 
rights sec%on (below) for more informa%on. 

• Nevada Residents. If you are a Nevada resident, please see the Nevada privacy sec%on 
(below) for more informa%on our informa%on prac%ces.  

10. Data Security 

We have implemented measures designed to secure your personal informa%on from accidental loss 
and from unauthorized access, use, altera%on, and disclosure. The safety and security of your 
informa%on also depends on you. Where we have given you (or where you have chosen) a password 
for access to certain parts of our website, you are responsible for keeping this password confiden%al. 
We ask you not to share your password with anyone. We urge you to be careful about giving out 
informa%on in public areas of the Website like message boards. The informa%on you share in public 
areas may be viewed by any user of the Website. 

Unfortunately, the transmission of informa%on via the internet is not completely secure and we 
cannot guarantee the security of your personal informa%on transmiFed to our website. Any 
transmission of personal informa%on is at your own risk. We are not responsible for circumven%on of 
any privacy seQngs or security measures contained on the website. 

11. Your California privacy rights 

The California Consumer Privacy Act of 2018 (“CCPA”) requires us to provide the following no%ce to 
California residents.  

This no%ce does not apply to employment-related informa%on of California-based employees, job 
applicants, contractors, or similar individuals. Where noted in this no%ce, the CCPA temporarily 
exempts personal informa%on reflec%ng a wriFen or verbal business-to-business communica%on 
(“B2B informa%on”) from some of its requirements.  
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A. Informa%on we collect 

The informa%on we collect and have collected about California residents in the last 12 months is 
described in the What informa8on we collect sec%on (above). That informa%on corresponds with the 
following categories of personal informa%on under the CCPA: 

Category Examples Collected

A. Iden%fiers A real name, alias, postal address, unique personal 
iden%fier, online iden%fier, Internet Protocol address, 
email address, account name, Social Security number, 
driver's license number, passport number, or other similar 
iden%fiers.

YES

B. Personal 
informa%on 
categories listed 
in the California 
Customer 
Records statute 
(Cal. Civ. Code 
§1798.80(e))

A name, signature, Social Security number, physical 
characteris%cs or descrip%on, address, telephone 
number, passport number, driver's license or state 
iden%fica%on card number, insurance policy number, 
educa%on, employment, employment history, bank 
account number, credit card number, debit card number, 
or any other financial informa%on, medical informa%on, 
or health insurance informa%on. Some personal 
informa%on included in this category may overlap with 
other categories.

YES

C. Protected 
classifica%on 
characteris%cs 
under California 
or federal law.

Age (40 years or older), race, color, ancestry, na%onal 
origin, ci%zenship, religion or creed, marital status, 
medical condi%on, physical or mental disability, sex 
(including gender, gender iden%ty, gender expression, 
pregnancy or childbirth and related medical condi%ons), 
sexual orienta%on, veteran or military status, gene%c 
informa%on (including familial gene%c informa%on).

YES

D. Commercial 
informa%on.

Records of personal property, products or services 
purchased, obtained, or considered, or other purchasing 
or consuming histories or tendencies.

YES

E. Biometric 
informa%on.

Gene%c, physiological, behavioral, and biological 
characteris%cs, or ac%vity paFerns used to extract a 
template or other iden%fier or iden%fying informa%on, 
such as, fingerprints, faceprints, and voiceprints, iris or 
re%na scans, keystroke, gait, or other physical paFerns, 
and sleep, health, or exercise data.

NO

F. Internet or 
other similar 
network ac%vity.

Browsing history, search history, informa%on on a 
consumer's interac%on with a website, applica%on, or 
adver%sement.

YES

G. Geoloca%on 
data.

Physical loca%on or movements. YES

H. Sensory data.
Audio, electronic, visual, thermal, olfactory, or similar 
informa%on.

NO
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In the last 12 months, we have collected personal informa%on from the sources described in the How 
we collect your informa8on sec%on (above). 

B. Use of personal informa%on 

In the last 12 months, we have used your personal informa%on for the business and commercial 
purposes described in the How we use your informa8on sec%on (above). 

C. Sharing of personal informa%on 

The business and commercial purposes that we have shared your personal informa%on in the last 12 
months are described in the Disclosure of your informa8on sec%on (above). More specific 
informa%on on that sharing is as follows: 

• Sharing your personal informa8on for business purposes. We have shared the following 
categories of personal informa%on with our service providers and public or government 
(including enforcement) authori%es for our business purposes including in a manner that may be 
considered to be a “sale” under the CCPA:  

o Category A: Iden%fiers. 
o Category B: California Customer Records personal informa%on categories. 
o Category C: Protected classifica%on characteris%cs under California or federal law. 
o Category D: Commercial informa%on. 
o Category F: Internet or other similar network ac%vity. 
o Category G: Geoloca%on data. 
o Category I: Professional or employment-related informa%on. 
o Category K: Inferences drawn from other personal informa%on. 

I. Professional or 
employment-
related 
informa%on.

Current or past job history or performance evalua%ons. YES

J. Non-public 
educa%on 
informa%on (per 
the Family 
Educa%onal 
Rights and 
Privacy Act (20 
U.S.C. Sec%on 
1232g, 34 C.F.R. 
Part 99)).

Educa%on records directly related to a student 
maintained by an educa%onal ins%tu%on or party ac%ng 
on its behalf, such as grades, transcripts, class lists, 
student schedules, student iden%fica%on codes, student 
financial informa%on, or student disciplinary records. 

NO

K. Inferences 
drawn from other 
personal 
informa%on.

Profile reflec%ng a person's preferences, characteris%cs, 
psychological trends, predisposi%ons, behavior, aQtudes, 
intelligence, abili%es, and ap%tudes.

YES

Category Examples Collected
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As described above, examples of business purposes include performing transac%ons, registering 
accounts, managing our rela%onship with you, monitoring for security threats and fraud, 
personaliza%on, analy%cs, marke%ng, retarge%ng, and sales. 

D. Your right to know 

You have the right to request that we disclose certain informa%on to you about our collec%on, use, 
disclosure, and sale of your personal informa%on over the past 12 months. Once we verify your 
request, we will disclose to you: 

• The categories of personal informa%on we collected about you. 
• The categories of sources for the personal informa%on we collected about you. 
• Our business or commercial purpose for collec%ng or selling that personal informa%on.  
• The categories of third par%es with whom we share that personal informa%on. 
• If we disclosed your personal informa%on for a business purpose, iden%fying the 

personal informa%on categories that each category of recipient obtained. 

We do not provide access rights to B2B informa%on. 

E. Your right to obtain a copy of your personal informa%on 

You have a right to obtain a copy of the specific pieces of personal informa%on we collected about 
you (also called a data portability request). Once we verify your request, we will provide you a copy 
of your personal informa%on that is responsive to your request. 

We do not provide portability rights to B2B informa%on. 

F. Your right to delete your personal informa%on 

You have the right to request that we delete any of your personal informa%on that we collected from 
you and retained, subject to certain excep%ons. Once we verify your request, we will delete (and 
direct our service providers to delete) your personal informa%on from our records, unless an 
excep%on applies. 

We do not provide dele%on rights to B2B informa%on. 

G. Your right to opt-out of sale of your informa%on 

We do not sell our email lists or other personal informa%on we collect about you for money. 
However, we may share informa%on with third par%es in a way that is considered a “sale” under the 
CCPA. Where that is the case, we will comply with California “Do Not Sell” requirements.  

H. How to exercise your CCPA rights  

To exercise your right to know, right to obtain a copy, or right to delete your personal informa%on as 
described above, please submit your request to us by either:  

Emailing us at info@IndianaAr8san.org 

Contac%ng us here.  

To exercise the right to opt-out of sale of your personal informa%on, you can submit a request to us 
by email to info@IndianaAr8san.org 
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Once you make an opt-out request, we will wait at least twelve (12) months before asking you to 
reauthorize personal informa%on sales. However, you may change your mind and opt back into 
personal informa%on sales at any %me by email to info@IndianaAr8san.org 

I. How we verify requests and respond to requests 

Before fulfilling your request, we take steps to verify you are who you say you are or that you have 
authority to act upon someone else’s behalf. Therefore, upon receipt of your request, we will request 
addi%onal informa%on that we need to verify you and, if you are submiQng a request on behalf of 
someone else, to verify that you are permiFed to act on that person’s behalf.  

When we contact you to request verifica%on informa%on, please respond and provide the 
informa%on that we have requested. Depending on the nature of the request you make, we may 
require you to verify your iden%ty to either a reasonable degree of certainty or high degree of 
certainty. This may mean that we need to match two or three pieces of informa%on that we hold 
about you with informa%on that you provide to us. In some cases, we may require you to sign a 
declara%on under penalty of perjury that you are the consumer whose personal informa%on is the 
subject of the request or that you are authorized to make the request on behalf of someone else.  

In addi%on to providing the informa%on we need to verify you or your authority, you must provide us 
with enough informa%on so that we can understand, evaluate, and respond to your request. We 
cannot respond to your request or provide you with personal informa%on if we cannot confirm the 
personal informa%on relates to you.  

We will only use personal informa%on provided in a verifiable consumer request to verify your 
iden%ty or authority to make the request and to locate relevant informa%on. We cannot respond to 
your request or provide you with personal informa%on if we cannot verify your iden%ty or authority 
to make the request and to understand, evaluate, and respond to your request. 

We cannot delete personal informa%on in those situa%ons where our reten%on is required for our 
own internal business purposes or otherwise permiFed by the CCPA (such as fraud preven%on or 
legal compliance). In these situa%ons, we will retain your informa%on in accordance with our records 
reten%on program and securely delete it at the end of the reten%on period. 

J. Who may submit requests? 

Only you, or someone legally authorized to act on your behalf, may make a request related to your 
personal informa%on. You may also make request on behalf of your minor child. To designate an 
authorized agent, you must provide the authorized agent with signed permission to make the 
request. If your authorized agent is a business en%ty, then the authorized agent must be registered 
with the California Secretary of State to conduct business in California. We may deny a request from 
an authorized agent that does not submit proof that it has been authorized to submit a request on 
your behalf. Further, before responding to a request from an authorized agent, we will s%ll require 
you to (1) verify that you have provided the authorized agent permission to submit the request on 
your behalf; and (2) verify your iden%ty directly with us. 

K. How oIen you can submit requests? 

You may make a CCPA consumer request twice within a 12-month period. 
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L. Response %ming and format 

We make every aFempt to respond to a verifiable consumer request within forty-five (45) days of its 
receipt. If we require more %me, we will inform you of the reason and extension period in wri%ng. 
We will deliver our wriFen response by mail or electronically, at your op%on.  

Any disclosures we provide will only cover the 12-month period preceding the verifiable consumer 
request's receipt. The response we provide will also explain the reasons we cannot comply with a 
request, if applicable. When you request a copy of your personal informa%on, we will select a format 
to provide your personal informa%on that is readily useable and should allow you to transmit the 
informa%on from one en%ty to another en%ty easily. 

We do not charge a fee to process or respond to your verifiable consumer request unless it is 
excessive, repe%%ve, or manifestly unfounded. If we determine that the request warrants a fee, we 
will tell you why we made that decision and provide you with a cost es%mate before comple%ng your 
request. 

M. Non-discrimina%on 

We will not discriminate against you for exercising any of your CCPA rights. You have a right not to 
receive discriminatory treatment by us for exercising your privacy rights. 

12. Nevada privacy rights  

Nevada residents have the right to opt out of the sale of certain "covered informa%on" collected by 
operators of websites or online services. We currently do not sell covered informa%on, as "sale" is 
defined by such law, and we do not have plans to sell this informa%on. 

13. Changes to our privacy no.ce 

We will post any changes we may make to our privacy no%ce on this page. The date the privacy 
no%ce was last revised is iden%fied at the top of the page. You are responsible for ensuring that we 
have an up-to-date email address for you and for periodically visi%ng our website and this page to 
check for any changes. 

14. Contact Us 

If you have any comments or ques%ons about our privacy policy, please email us at 
info@IndianaAr8san.org
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